Memorandum

To: Julia Cedillo, Village Manager

From: Chief Rompa 2‘// |

Subject: Police Department Summary of Activities for January 2016
Date: February 16, 2016

In addition to the attached statistical summaries, the following items are being reported to apprise the
Village President and Board of Trustees on current Police Department operations for January 2016:

Overall police activity during the month of January increased by 5% with 500 total incidents
reported, compared to 479 during 2015.

Traffic Enforcement increased by 30% for the month, with 557 total citations written, compared
to 427 during the same period in 2015.

Coffee with an Officer (OIC Fran Marrocco) will be held on Thursday, February 25 starting at
630pm in the Village Hall Board Room.

The police department personnel have been invoived with various trainings during the month of
January: MEGGIT Simulation / Scenario Based involving Domestic Situations, Traffic Stops,
Unknown Problems also Active Shooter Scenarios in coordination with six local police
departments held at Loyola Medical Center in Maywood & Roll-Call Video’s - Verbal judo,
Responding to People with Medical Conditions / Best Practices for Law Enforcement (ie.
Alzheimer Disease, etc} & Managing Force Escalations. Additionally, record staff attended a
program for Front Desk Service, Crisis & Security held at the College of Dupage.

Please contact me if you have any questions or need any additional information.



POLICE AND SAFETY MONTHLY REPORT
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POLICE AND SAFETY MONTHLY REPORT

[OTHER CRIMES |
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POLICE AND SAFETY MONTHLY REPORT - CRIMINAL OFFENSES AND ARRESTS

CRIMINAL INCIDENTS - SUMMARY

YEAR

<N

Same Mo. Yearto Prior Yr.
Jan. Feb March Aprii May June July Aug. Sept. Prior Yr. Date to Date
Crimes to Property 17 7 17 7
Crimes to Persons 4 4 4 4
Other Crimes 5 3 5 3
TOTAL ALL INCIDENTS | 26 14 26 14
CRIMINAL INCIDENTS CLEARED - SUMMARY Same Mo. Yearto Prior Yr.
Jan. Feb March Aprii May June July Aug. Sept. Prior Yr. Date to Date
Crimes to Property 6 2 6 2
Crimes to Persons 2 3 2 3
Other Crimes 3 2 3 2
TOTAL ALL CLEARED 11 7 11 7
CRIMINAL ARRESTS - SUMMARY Same Mo. Yearto Prior Yr.
Jan. Feb March Aprii May June July Aug. Prior Yr. Date to Date
Crimes to Property 4 1 4 1
Crimes to Persons 0 1 0 1
Other Crimes 2 2 2 2
[TOTAL ALL ARRESTS | © p.) (3] 7




POLICE AND SAFETY - MONTHLY ACTIVITY REPORT

Year 2016

S;r:e Year to Prior Yr.

VEHICULAR ARRESTS Prior yr, Date toDate
Jan Feb March April May June July Aug. Sept. Oct. Nov. Dec.

SPEEDING 71 56 71 56
DUI 0 2 0 2
STOP SIGN/LIGHT 5 1 6 1
TRUCK WEIGHT 0 0 0 0
OTHER MOVING 85 61 85 61
NON-MOVING 10 9 10 9
COMPLIANCE 188 117 188 117
TOTAL 359 0 0 0 0 0 0 0 0 0 0 0 246 360 246

S&me Year to Prior Yr.

0.
NON CRIMINAL Prioryr. DAt  toDate
Jan, Feb. March Aprii May June July Aug. Sept. Oct. Nov. Dec. ]

RAILROAD COMPLAINT 0 0 0 0
ANIMAL COMPLAINT 0 0 0 0
DAMAGE TO VILLAGE PROP 0 1 0 1
VEHICLE TAG 14 6 14 6
PARKING 184 173 184 173
MISCELLANEOUS 0 1 0 1
TOTAL 198 0 0 0 0 0 0 0 0 0 0 0 181 198 181
TOTAL VEHICULAR & 557 0 0 0 0 0 0 0 0 0 0 0 427558 427

NON-CRIMINAL ARRESTS



POLICE AND SAFETY MONTHLY REPORT - SERVICE CALLS AND ASSISTANCE Year 201

[=}]

Service/Assistance
Call Classification

Same Mo. Yearto Prior Yr.
Jan Feb. March April May June July Aug. Sept. Oct. Nov. Dec, FrlorYr. Date  toDate

Alarm/Burglar/Holdup 11 9 11 9
Alarm/Trouble/Out of Service 3 2 3 2
Animal Bite/Scratch 0 0 0 0
Animal Complaint (Domestic) 9 8 9 8
Animal Complaint (Wildlife) 2 3 2 3
Assist Ambulance-Sick/Injury 63 65 63 65
Assist Fire Dept-Smoke/Fire/Alarm 17 16 17 16
Assist Lockouts/All 9 15 9 15
Assist Other Law Enforcement Agency 77 79 77 79
Assist Public Works 1 4 1 4
Assist Request 22 21 22 21
Check on Well Being 17 17 17 17
Civil Matter-Matter of Record 18 17 16 17
Customer-Management Dispute 0 0 0 0
Death-Suicide/Attempts 1 3 1 3
Disturbance 1 1 1 1
Domestic Disturbance 5 8 5 8
Fingerprinting Service 11 5 11 5
Juvenile Nuisance/Youth Problems 2 0 2 0
Labor-Management Dispute 0 0 0 0
Landlord-Tenant Dispute 0 0 0 0
Lost Driver's License/Plate 3 4 3 4
Lost and Found Property 1 1 1 1
Mischief Complaint 2 4 2 4
Missing/Lost -Adult 0 0 0 0
Missing/Lost -Juvenile 1 1 1 1
Neighbor Complaint 4 0 4 0



Service/Assistance
Call Classification

Same Mo. Yearto Prior Yr.
Jan Feb. March April May June July Aug. Sept. Oct. Nov. Dec. PriorYr. Date  to Date
911 Misdial/abondoned Call 43 ' 43 46

Noise Complaint 4
Notification 1
Parking Complaint

Recovered/Found Property

Sex Offender Registration

Sign/Signal Qut

Snow Removal

Solicitor Complaint

Suspicious Circumstances/Incident
Suspicious Person
Suspicious/Obscene Telephone Call
Suspicious Vehicle

Traffic Accident-Fatal

Traffic Accident-Personal Injury
Traffic Accident-Property Damage

Tr. Accident-Settled at Scene-No Rept
Traffic Accident-Walk in Report Taken
Traffic Complaint & Related
Unwanted Subject

Utility Notification

Vehicle Abandonment

Vehicle Relocation/Repossession
Village Ordinance Violations

Warrant Service

Watches-Extra/All

Windows/Doors Open

Miscellaneous Complaint
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La Grange Park Police

Department
Public Safety Bulletin #295 - 2016.0205

Welcome to the La Grange Park Police
Department Public Safety Bulletin.
Bulletin Update:

The Police Department has been
involved with recent calls from
individuals who have been
contacted by the IRS. At this time
of year the IRS scam is
widespread. Don't allow yourself
to be taken in by these clever

What to Do if You Get a
Call from the IRS
Asking for Money

Be wary if you get a call from a person
purporting to be an IRS agent asking for
payment of taxes. The Treasury Inspector
General for Tax Administration (TIGTA) warns
that we are currently experiencing the
"largest ever" telephone scam involving
swindlers impersonating IRS agents and
extorting money out of innocent taxpayers.



How the scam works

"Callers claiming to be from the IRS tell
intended victims they owe taxes and must
pay using a pre-paid debit card or wire
transfer. The scammers threaten those who
refuse to pay with arrest, deportation or loss
of a business or driver's license," TIGTA said
in their news release.

Scammers will often appear to be legitimate.
TIGTA reveals the fraudsters often:

¢ "Use common names and fake {RS
badge numbers.

» "Know the last four digits of the
victim's Social Security Number.

« "Make caller {D information appear as
if the IRS is calling.

« "Send bogus IRS e-mails to support
their scam.

« "Call a second time claiming to be the
police or department of motor
vehicles, and the caller ID again
supports their claim."

Over 20,000 incidents of this scam have been
reported to TIGTA, and victims have been
defrauded of over $1 million as of March 20,
2014.

What the IRS's procedure really is

The IRS contacts taxpayers by mail alerting
them that they owe taxes, and the letters
explain options for paying by check or setting
up an installment agreement. IRS agents do
not take credit card numbers over the phone.

How to protect yourself if you get a call
saying you owe taxes



TIGTA provides the following tips for how to
deal with this telephone scam:

» "If you owe Federal taxes, or think
you might owe taxes, hang up and call
the IRS at 800-829-1040. IRS workers
can help you with your payment
questions.

» "If you don't owe taxes, call and
report the incident to TIGTA at 800-
366-4484.

» "You can also file a complaint with the
Federal Trade Commission at
www.FTC.gov. Add 'IRS Telephone
Scam' to the comments in your
complaint."

= Exercise vigilance. Contact the IRS, or
ask your tax professional to contact
the IRS for you, instead of dealing
with someone calling you out of the
blue demanding money.

¢ For more details, read TIGTA Warns of
"Largest Ever" Phone Fraud Scam
Targeting Taxpayers (TIGTA-2014-03)
and Scam Phone Calls Continue; IRS
Identifies Five Easy Ways to Spot
Suspicious Calls (IR-2014-84).

By William Perez
Tax Planning: U.S. Expert
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What to Do If Your Phone Is
Stolen

The not so humble smartphone has become a
significant part of our everyday lives. Whether
you're a CEQ, a busy parent, a social media addict,
or all three, your phone is most likely the control
center amongst the chaos, helping you to



organize your finances, stay in touch with your
family and interact with your friends.

It contains your emails, contacts, photos, financial
details and more, so having it stolen can be
extremely distressing. These days, it's not just the
hardware itself that's valuable to criminals, the
data on your phone is worth just as much as its
resale price on the black market. According to
Consumer Reports, 3.1 million smartphones were
stolen last year alone in the US, nearly double the
number stolen in 2012. So what should you do if
your phone is stolen?

If you do have mobile security app

If your phone has been stolen and you have a
mobile security app, the first thing you should do
is try to locate, lock and possibly wipe your
phone. These immediate actions give you a
fighting chance of finding your smartphone
before you suspend your service. With mobile
security, you'll have the breathing room you need
to contact the police and your carriers.

Lock your device

Mobile security features like Lock and Wipe allow
you to remotely lock your device to stop thieves
from accessing your personal data. You may even
be able to post a custom message to the home
screen that could help you get it back!

If you are positive that your device is gone for
good, then you have the option to remotely wipe
your smartphone to ensure that your important
information doesn't fall into the wrong hands.

Locate your device

Mobile security apps like Lookout also allow you
to easily locate your phone using GPS. It's as
simple as logging into your account using a web
browser and finding its location. Once you've
located your device (and it's definitely not hiding
under the couch cushions) give this information to
the police. For your safety, leave it to the experts
to retrieve.



Stay safe as you get your device back

Once you have more information on your device's
whereabouts, rope in law enforcement and don't
try to be a vigilante. The tips below for people
who don't have Lookout installed will still be
helpful for you, too.

Whether or not you have a mobile
security app

Contact your provider

If your cell phone is lost or stolen and you don't
have a mobile security app, the first thing to do is
contact your network provider, who will be able
to block your phone in order to stop anyone else
from using it.

This is particularly important if you have a pay
monthly contract, as you will be liable for any calls
made (or expensive apps downloaded) before you
report your phone stolen.

Most of the major US network providers allow
you to suspend your service and request a new
SIM online or by calling their customer service
department.

Reporting a lost or stolen phone to Verizon
Verizon Wireless allows you to temporarily
suspend your service if your device has been lost
or stolen, and your line will automatically
reconnect in 30 days giving you the chance to find
or replace your smartphone.

Reporting a lost or stolen phone to T-Mobile
T-Mobile allows users to suspend their service
online and has a program that allows you to
transfer your contacts and personal information
to a new device.

Reporting a lost or stolen phone to AT&T
AT&T allows users to not only suspend their
service, but to block the device from using voice,



text, and data on the AT&T network if another
SIM is inserted.

Reporting a lost or stolen phone to Sprint

Sprint asks users to call them immediately on 888-
211-4727 to suspend service if you suspect that
your phone has been lost or stolen.

Notify police

if your cell phone has been stolen it's also
important to notify the police, as insurance
providers will usually need a crime reference
number in order to process any claims.

If you use your smartphone to shop or bank, you
may also need a police report to dispute any
fraudulent charges made on your debit or credit
card accounts using the stolen device.

Make a report at your local station, being sure to
give them your device's International Mobile
Equipment Identity (IMEI) number, which your
network should be able to provide you with. {You
can also find this on your account settings page if
you do have Lookout instailed.} This could help
the police get your phone back to you if it were to
be recovered.

Change passwords and PINs

According to a nationwide survey by Consumer
Reports, 34% of Americans don't passcode
protect their cell phones.

If you're one of the people that make up this
statistic, then it is absclutely essential that you
change any passwords or PINs that are stored on
your cell phone, as'well as passwords to apps that
automatically log in when you launch them on
your device.

Bank details, user names, passwords and PINs,
when used along with the personal data readily
available on your phone (your birthday and
address, for example) can easily be used by
thieves looking to capitalize on your misfortune.



If you use your mobile device to shop or bank
(with a banking or store app, for example) then
it's also a good idea to contact your financial
institution and credit card company, as it may be
necessary to cancel any cards stored on your
smartphone.

https://www.lookout.com/resources/know-your-

mobile/what-to-do-if-your-phone-is-stolen

***Be a Nosey Neighbor - Report
Suspicious Activity!***

Village of La Grange Park

DO NOT REPLY TO THIS E-MAIL.
For e-mail account maintenance or to be added to the
Safety Briefs e-mail list,
please contact Allyson Rackow at
arackow@lagrangepark.org

Village of La Grange Park, 447 N. Catherine Avenue, LaGrange Park, IL 60526-2099
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